**Последовательность действий сотрудников организации при получении информации об угрозе совершения преступления террористического характера,**

**поступившей посредством электронных почтовых сервисов международной информационно-коммуникационной сети Интернет**

**При получении по электронной почте сообщений, содержащих угрозы террористического характера, сотрудникам организаций необходимо:**

* + немедленно проинформировать о поступлении угрозы совершения террористического акта подразделение МО МВД России «г. Каменск-Уральский» тел.: 8(3439)32-23-15
	+ обеспечить условия, способствующие сохранению полученной информации;
		- проинформировать непосредственного руководителя организации;
	+ принять меры, ограничивающие доступ посторонних лиц к рабочему месту и работу
* электронной почтой, на которую поступило сообщение с угрозой террористического характера;
	+ по возможности распечатать сохраненные материалы с угрозой террористического характера и направить посредством факсимильной связи в дежурную часть МО МВД России «г. Каменск-Уральский» с сопроводительным письмом, в котором должны быть указаны конкретные сведения о поступившем сообщении (вид ресурса сети интернет, предоставляющего услуги электронной почты; от кого и когда поступило сообщение; количество поступивших сообщений; вид поступившего сообщения (документ, аудиофайл, фотографии, видео и т.п.), а также содержание поступившей угрозы и другие данные;
	+ по прибытию сотрудников правоохранительных органов (сотрудников МВД, ФСБ) подробно ответить на их вопросы и обеспечить им доступ к рабочему месту и электронной почте вашего компьютера.

**При получении по электронной почте сообщений, содержащих угрозы террористического характера, сотрудникам организаций ЗАПРЕЩАЕТСЯ:**

* + перемещать из папки «Входящие» и (или) удалять поступившие по электронной почте сообщения об угрозе теракта;
	+ расширять круг лиц, ознакомившихся с содержанием поступившего сообщения;
	+ отвечать на поступившее сообщение отправителю (адресату) письма с угрозой террористического характера;
	+ открывать (запускать, устанавливать) программы и/или ссылки, поступившие одновременно (в том числе во вложении к письму) с информацией об угрозе террористического характера.

**\*\*\***

**НЕ БУДЬТЕ РАВНОДУШНЫМИ, ВАШИ СВОЕВРЕМЕННЫЕ ДЕЙСТВИЯ МОГУТ ПОМОЧЬ ПРЕДОТВРАТИТЬ ТЕРРОРИСТИЧЕСКИЙ АКТ**

**И СОХРАНИТЬ ЖИЗНИ ОКРУЖАЮЩИХ!**